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ADATVEDELMI TAJEKOZTATO
1, BEVEZETO

Szamunkra nagyon fontos, hogy betartsuk az aktualisan érvényes adatvédelmi szabalyozast és
torvényeket, igy az alabbiakban részletesen targyaljuk bemutatjuk a www.drarendas.com oldal és
Dr. Arendas Rébert tigyvéd adatvédelemre iranyulé lépéseit, és az adatgytjtéssel kapcsolatos
folyamatait.

Az adatokat az Dr. Arendas Robert kezeli, és felelSs a személyes adatok kezeléséért.
Kapcsolati adatok:
Teljes jogi név: Dr. Arendas Rébert tigyvéd

E-mail cim: www.drarendas@gmail.com

Postai cim: 4400 Nyiregyhaza, Szabadsag tér 12.
2, MILYEN SZEMELYES ADATOKAT KEZELUNK, ES MILYEN OKKAL?
A személyes adatok azok, amik egyértelmuten lehet6vé teszik egy egyén pontos azonositasat.

Az www.drarendas.com oldalon az alabbi személyes adatokat kezeljik, a jogalap pontos
megjelolésével:

KOMMUNIKACIOS ADATOK
Ide tartozik barmilyen tizenet, amit a weboldalon keresztil, e-mailben, k6z6sségi média tizenetben,
vagy barmilyen kommunikaciés formaban juttatsz el hozzank.

Ezeket az adatokat azért dolgozzuk fel és tartjuk meg, hogy a rendeléseket teljesiteni tudjuk, és
hogy esetleges jogi igények esetén dontési alapot szolgaltassanak.

A jogalapunk ennek a feldolgozasara a felhasznal6 igazolhaté érdeklédése a tevékenységlink felé,
ami megnyilvanul a nektink cimzett tizenetekben.

VASARLOI ADATOK
Amibe beletartozik minden adat, ami a termékek és szolgaltatasok vasarlasaval kapcsolatos, mint
példaul a vasarld neve, szallitasi és szamlazasi cime, e-mail cime, telefonszama, vasarolt termék
adatai.

Ezeket az adatokat a rendelések sikeres teljesitése érdekében dolgozzuk fel, és hogy jogilag
megfelels feljegyzéseink legyenek a vasarlasokrol.

FELHASZNALOI ADATOK
Amibe beletartoznak a weboldal hasznilata soran keletkezé adatok, amik lehetévé teszik az oldal
technikai mutkodését, hogy az oldal biztonsagat megoérizziik, hogy mentéseket taroljunk a
felhasznalok tevékenységérdl, és hogy mindig a lehet6 legrelevansabb tartalomhoz férj hozza.



Az adatok feldolgozasanak jogalapja a felhasznald egyértelm érdekl6dése a tevékenységiink felé,
aminek a biztositasahoz és az oldal technikai mikoédéséhez ezeknek a tarolasa sziikséges.

TECHNIKAI ADATOK
Amibe beletartoznak az oldal hasznalata soran keletkezett adatok, mint az IP cim, a bejelentkezési
infék, bongészéadatok, az egyes oldalak latogatasi ideje, oldalmegtekintések és navigaciés utak, az
oldalak latogatasanak szama és id6épontja, id6zonak, és a készulék adatai, amivel megtekinted az
oldalt.

Az adatok forrasa az analitikai szoftvertink.

Ezeket az adatokat azért dolgozzuk fel, hogy kielemezziik a felhasznalok szokasait az oldalon,
megérizzikk az oldalunk biztonsagos muikodését, és megértsitk az egyes marketingdontéseink
hasznossagat.

Az adatok feldolgozasanak jogalapja a felhasznald egyértelm érdeklédése a tevékenységiink felé,
ami lehetévé teszi a szamunkra, hogy a biztonsagi elvarasoknak megfelel6en feldolgozzuk ezeket
az adatokat, és az Gzlet novelésére felhasznaljuk a hatdsosabb makodés érdekében.

MARKETING ADATOK
Amibe beletartoznak a latogaté preferenciai, hogy milyen marketingtartalmat fogad télink
szivesen. Ezeket az adatokat azért dolgozzuk fel, hogy lehet6vé tegyiik nyereményjatékokon valo
részvételt, és azokhoz a termékeinkhez/szolgaltatasainkhoz kapcsol6dé reklamot kuldjink, ami
felé a felhasznal6 érdeklédést fejezett ki.

Az adatok feldolgozasanak jogalapja a felhasznald egyértelm érdekl6dése a tevékenységiink felé,
ami lehetévé teszi a szamunkra, hogy a biztonsagi elvarasoknak megfelel6en feldolgozzuk ezeket
az adatokat, és az Gzlet novelésére felhasznaljuk a hatdsosabb makodés érdekében.

A gyajtott adatokat idénként felhasznalhatjuk olyan célokra, mint célzott, relevans hirdetések
biztositasa a Facebook™ platformon, illetve kiillénb6z6 dinamikus hirdetési feluleteken, és mérjik
a hirdetések hatisos mikodését.

Az adatok feldolgozasanak jogalapja a felhasznald egyértelm érdekl6dése a tevékenységiink felé,
ami lehetévé teszi a szamunkra, hogy a biztonsagi elvarasoknak megfelel6en feldolgozzuk ezeket
az adatokat, és az tGzlet novelésére felhasznaljuk a hatdsosabb makodés érdekében.

A tevékenységliink soran nem gyujtiink olyan érzékeny adatokat, mint etnicitas, vallasi szemlélet,
szexualis élet és orientacio, politikai vélemények és szakszervezeti tagsag, vagy egészségligyl hattér,
és genetikai vagy biometrikai informaciok.

3, HOGYAN GYUJTUNK ADATOKAT?

Személyes adatokat gyGjthetiink olyan médon, hogy a felhasznalé direkten biztositja a szamunkra
(példaul egy rendelés feladasaval, vagy egy tzenet kiildésével).

Tovabba bizonyos adatokat automatikusan kertlnek gytjtésre az oldal hasznalata soran, példaul
u.n. “cookie”-kkal és hasonlé technoldgiakkal. Ezek csak a felhasznalé hozzajarulasanak megadasa

utan 1épnek mikodésbe.

Bévebb informaciéért kérjik nézze meg a Cookie Nyilatkozatunkat.



Bizonyos adatokat kiils6é partnerektél fogadunk, mint példaul analitikai szolgaltatoktdl, mint a
Google (EU-n kivili partner), hirdetési halézatoktdl, mint a Facebook™ (EU-n kivili partner),
illetve fizetési lehet6séget biztositd partnerek, mint a PayPal (EU-n kivili partner) és a Barion.

4, AZ ADATVEDELEMMEL KAPCSOLATOS GYAKORLATI LEPESINK

A weboldal szolgaltatéja szamara rendkivil fontos a felhasznalok adatainak védelme, és a hatalyos
szabalyozasnak valé megfelelés. Ezért az oldalon végzett adatvédelmi hatasvizsgalat utan listat
készitettink a gyGjtott adatokrol, azoknak a szikségességérél és jogalapjardl, és torvényi
megfelel6ségérol.

e Az Grlapokon megadott és oldalon keletkez6 adatok védelme érdekében SSL
mindsitést alkalmazunk a teljes weboldalon (Let’s Encrypt Authority X3
certifikacio).

e Az oldal tamadas elleni védelme érdekében prémium biztonsagi szoftvert
(iThemes Security Pro) alkalmazunk, hogy d.n. ,brute force” és virusos
tamadasok ellen védjiik a tarolt adatokat.

e Az oldal adatbazisaiban a vasarlasi és felhasznaldi adatok titkositott formaban
(pszeudonimizalt médon) vannak tarolva, igy nem olvashatéak kiilsé £él szamara.

e Jelen adatvédelmi nyilatkozatban Grlapokon keresztil biztositjuk a felhasznalok
szamara a személyes adataik kezelésérdl informacié igénylését, a személyes
adataik modositasat vagy torlését.

Idénként az tzleti tevékenységlink érdekében szitkségszerti szolgaltatd partnereink szamara
adatokat biztositani (példaul tarhelyszolgaltatd, futarcég, hirlevélkildé szoftver).

Ilyen esetben mindig ugy valasztunk, hogy a GDPR rendelet elvarasainak megfeleljenek, és USA
bazisa partner esetében az EU-US Privacy Shield adatvédelmi kezdeményezésben részt vegyenek,
valamint adatkezelési szerzédést iratunk veltk ala, biztositva az adatok felelds kezelését.

5, MARKETING KOMMUNIKACIO

A vallalkozas tevékenysége soran nélkilézhetetlen fontossagu marketingkommunikacié folytatasa.
Az ezzel kapcsolatos adatkezelés jogalapja az érdekl6dés mutatasa a szolgaltatasaink felé, vagy a
felhasznalok kifejezett hozzajarulasa.

Az Eurépai Uni6é Privacy and Electronic Communications Regulations (PECR) szabalyozasa
alapjan marketingcéla tzeneteket kildink a felhasznaléinknak, ha vasaroltak télink, vagy
kifejezetten hozzajarultak marketingtizenetek fogadasahoz.

A hozzajarulas felfiiggesztését, és az tizenetekrdl vald leiratkozast minden esetben jol lathaté
moédon lehet6vé tessziik. Minden egyes e-mail aljan megtalalhat6 a leiratkozashoz szikséges link,
vagy az adatbazisbol valé eltavolitas kérhetS az drarendas@gmail.com e-mail cimen.

A marketing kommunikaciorél valé leiratkozas esetén is kiildhetiink tzeneteket, de csak a
rendelések teljesitésére vonatkozoan.



6, MEGJEGYZES A SZEMELYES ADATOKRA VONATKOZOAN

Idénként sziikségszerd bizonyos személyes adatokat megosztani bizonyos partnereinkkel a normal
tzletmenet fenntartasa érdekében:

-IT szolgaltatok, és a szamitastechnikai rendszereken hibaelharitast és karbantartast végzé
szolgaltatok

-Szakért6i partnerek, mint tgyvédek, konyvel6k, bankarok, biztositok
-Kormanyzati szervek, amik a tevékenységtunkrél kérnek beszamolast

-Fizetési szolgaltatok, akik biztonsagosan kezelik a bankkartyaadatokat
-Futarszolgalatok, akik teljesitik a bejévé rendeléseket a megadott szallitasi cimre
Nemzetkozi adattranszferek

A felhasznalok adatait idénként az tizletmenet fenntartasa érdekében sziikségszerti megosztanunk
az BEurdpai Gazdasagi Térségen (EGT) kiviil szolgaltat6 partnerekkel.

Az EGT-n kivili orszagok sok esetben nem biztositanak azonos szintd védelmet az adatoknak,
ezért az eurdpal torvények tiltjak az adatok kivitelét, a megfelel6 feltételek teljestilésének hianyaban.

Barmikor, amikor a személyes adatok az EGT-n kivilre kertilnek megtessziik a 4. pontban targyalt
lépéseken felil az alabbiakat az adatok biztonsagos kezelésének érdekében:

-Csak olyan orszagokba tovabbitjuk az adatokat, amiket az Eurépai Bizottsag adatbiztonsag
szempontjabol megfelel6nek tart.

-Csak olyan USA bazisu szolgaltatasokat hasznalunk, amik része az EU-US Privacy Shield
elnevezést adatbiztonsagi kezdeményezésnek.

Ha a fentiek nem teljestlnek, a kifejezett hozzajarulasat kérjik a felhasznaloknak az adattranszfer
megtételére. A hozzajarulas barmikor visszavonhato.

Kilsd oldalakra vezetd linkek

Ez az oldal idénként tartalmaz kuilsé oldalakra vezeté linkeket, vagy az oldalba beagyazva
talalhatéak kodrészletek, amik kiilsé szolgaltataisok mikodését biztositjak.

Ezeknek a linkeknek a kattintasa, vagy a beagyazott megoldasok hasznalata lehet6vé teheti kiilsé
partnereknek, hogy adatokat gydjtsenek a felhasznalokrol.

Bar mindent megtesziink a partnerek megfelel atvizsgalasa érdekében, de nincs iranyitasunk az 6
adatvédelmi elveik felett, és nem vagyunk felelések az 6 adatkezelési elveikért.



7, ADATKEZELES IDOTARTAMA

A felhasznalok adatait mindig csak addig taroljuk, amig jogi/konyvelési/adatszolgaltatasi
kotelezettségeink azt kotelezévé teszik, illetve a szolgaltatas mikodtetéséhez szitkséges.

Amikor a tarolas id6tartamardl dontink, figyelembe vesszik az adatok mennyiségét, jellegét és
érzékenységét, és a kiszivargasanak potencialis hatasat adatvédelmi incidens esetén.

Adézasi okokbdl sziikséges megorizniink a vasarlok szamlazasi és vasarlasi adatait legalabb 8 évig,
hogy jogi kotelezettségeinkenk eleget tegytunk.

Bizonyos koérilmények kozott anonimizalt formaban felhasznalhatjuk az adatokat statisztikai
célokra, ami esetben tdjékoztatas nélkil taroljuk korlatlan ideig az adatokat.

8, ALATOGATO JOGAI

Az Eurdpai Unié allampolgaraként a General Data Protection Regulation (GDPR) elnevezést
torvény a kovetkez6 jogokat biztositja az oldal felhasznal6inak:

a, Hozzaférés a személyes adatokhoz
Az oldal felhasznaldinak jogaban all kérnie egy masolatot a www.drarendas.com oldal altal tarolt

személyes adatokrol. A kérés altalanos esetben ingyenesen teljesitésre keril, a kérvényezés utan 14
napon beldl.

Ismételt, visszaélésszerd, indok nélkili adatkérvényezés esetén a www.rearendas.com egy
mérsékelt 6sszeget szamithat fel az adatok biztositasara, és tovabbi idére lehet szitkség az adatok
biztositasahoz.

Tovabba aweboldal kezel6je kéri a személyazonossag bizonyitasat az adatok kiadasa elétt,
megel6zendd a visszaélésszer hasznalatot. A személyes adatok kikéréséhez kérjik hasznalja az
alabbi kapcsolatfelvételi rlapot:

Adatigénylés / Adattorlés /Adatkotlatozas

KONTAKTFELULET BEILLESZTESE

b, Személyes adatok médositasa

Amennyiben a személyes adatok médosultak, vagy tévesen lettek megadva, a felhasznaléknak joga
van az adatok moédositasat kérni. A személyes adatok modositasahoz kérjik keressen fel minket az
a drarendas@gmail.com e-mail cimen.

¢, Személyes adatok torlésének kérése

A felhasznaloknak joga van az Osszes személyes adatuk tOrlését kérni. A kérést ingyenesen
teljesitjik a kérést koveté 14 napon belil. A személyes adatok térlése utan a felhasznaléi fiok nem
lesz elérhetd, igy az esetleg megvasarolt anyagok is elérhetetlenné valnak, mivel a felhasznaloi
fiokhoz kapcsol6dé személyes adatok elengedhetetleni] sziikségesek a szolgaltatas eléréséhez.



Dr. Arendas Rébert kéri a személyazonossag bizonyitisit a személyes adatok torlése elétt,
megel6zendé a visszaélésszerd hasznalatot. A személyes adatok torléséhez kérjiik hasznalja a fenti
kapcsolatfelvételi arlapot.

d, A személyes adatok feldolgozasanak korlatozasanak kérése

A felhasznaloknak joga van kérésben korlatozni az adataik rendelkezésére bocsatasat harmadik
felek (szolgaltato partnerek) szamara. A kérés benyujtasa soran megnevezhet6ek a korlatozni kivant
szolgaltat6 partnerek is.

Fontos megjegyezni, hogy bizonyos szolgaltatokkal val6 egyuttmikodés nélkiulozhetetlen az oldal
muikodéséhez (pl: Barion, mint fizetési szolgaltatd), igy az & korlatozasuk esetén az oldal
szolgaltatasai elérhetetlenné valnak a felhasznal6 szamara.

Dr. Arendis Rébert kéri a személyazonossig bizonyitasit a személyes adatok atadasanak
korlatozasa el6tt, megelézendé a visszaélésszerd hasznalatot. A személyes adatok atadasanak
korlatozasahoz kérjik hasznalja a fenti kapcsolatfelvételi rlapot:

Magyarorszagon az adatvédelemmel foglalkozé hivatalos szerv a Nemzeti Adatvédelmi és
Informacioszabadsag Hatosag (NAIH). A felhasznalok az adatvédelemmel kapcsolatos jogaikrél a
NAIH honlapjan tajékozédhatnak bévebben.

Nemzeti Adatvédelmi és Informacioszabadsag Hatosag,
1125 Budapest, Szilagyi Erzsébet fasor 22/C., Levelezési cim: 1530 Budapest, Pf: 5.,
Telefon: 06.1.391.1400,
Fax: 06.1.391.1410,
E-mail: ugyfelszolgalat@naih.hu

Honlap: http://www.naih.hu
9, ANONIMIZALT ADATOK ES “COOKIE-K”

A www.drarendas.com oldalon, e-mail Gzenetekben és hirdetésekben hasznal t.n. “cookie”-kat és
hasonlé technolégidkat, mint kévet6kodok, re-marketing cimkék, pixelek, amik a felhasznalo
hozzajarulasa utan lépnek mikoédésbe.

Ezek a technologiak segitenek nekiink jobban megérteni a felhasznalok viselkedését és
érdekl6dését, igy segitve a magasabb szinvonalua és hatékonyabb makodéstunket.

A célunk az, hogy a www.rearendas.com hasznalata minél felhasznalébaratabb és személyesebb
legyen. Amennyiben a felhasznal6 szeretné megtiltani ezeknek a technolégiaknak a nem személyes
adatok rogzitését, az megtehetd az alabbi médokon:

-a webhelyen megjelené cookie figyelmeztetések segitségével letilthat6 ezek betoltédése

-a bongészoben a “cookie”-k letiltasaval

A www.rearendas.com-n taldlhaté tovabbi cookie-kkal és kovet6kodokkal kapesolatban tovabbi
informaci6t talalhat a Cookie Nyilatkozatunkban.

2025. aprilis 2. napjan




ENG:

PRIVACY NOTICE
1. INTRODUCTION

It is very important to us to comply with the currently applicable data protection regulations
and laws. Therefore, we provide a detailed explanation below of the data protection measures
and data collection processes related to the website www.drarendas.com and Dr. Robert
Arendas, Attorney-at-Law.

The data is managed by Dr. Robert Arendas, who is responsible for handling personal data.
Contact details:
« Full legal name: Dr. Robert Arendas, Attorney-at-Law

e Email: www.drarendas@gmail.com
o Postal address: 4400 Nyiregyhaza, Szabadsag tér 12.

2. WHAT PERSONAL DATA DO WE PROCESS AND FOR WHAT REASONS?
Personal data refers to information that allows the precise identification of an individual.

On www.drarendas.com, we process the following personal data, specifying the legal basis
for processing:

COMMUNICATION DATA This includes any messages sent to us via the website, email,
social media messages, or any other communication method. We process and retain this data
to fulfill orders and provide a basis for decision-making in the event of legal claims. The legal
basis for processing is the user’s legitimate interest in our activities, demonstrated by their
communication with us.

CUSTOMER DATA This includes all information related to the purchase of products and
services, such as the customer’s name, shipping and billing address, email address, phone
number, and product details. We process this data to successfully complete orders and
maintain legally compliant records of purchases.

USER DATA This includes data generated during the use of the website that ensures its
technical functionality, maintains security, stores user activities, and provides relevant
content. The legal basis for processing is the user’s legitimate interest in our activities, which
necessitates the storage of this data to ensure the site’s technical operation.

TECHNICAL DATA This includes data generated while using the site, such as IP address,
login details, browser data, page visit duration, page views, navigation paths, visit frequency
and timestamps, time zones, and device information used to access the site. The source of this
data is our analytics software. We process this data to analyze user habits on the website,
ensure its security, and assess the effectiveness of our marketing decisions. The legal basis for
processing is the user’s legitimate interest in our activities, allowing us to process this data in
compliance with security expectations and use it to enhance business operations.



MARKETING DATA This includes visitor preferences regarding marketing content they
wish to receive from us. We process this data to enable participation in contests and send
advertisements related to products and services that the user has shown interest in.
Occasionally, we use the collected data for targeted, relevant advertisements on the
Facebook™ platform and other dynamic advertising interfaces, measuring the effectiveness of
advertisements. The legal basis for processing is the user’s legitimate interest in our activities,
allowing us to process this data in compliance with security expectations and use it for
business growth.

We do not collect sensitive data such as ethnicity, religious beliefs, sexual life or orientation,
political opinions, trade union membership, health background, genetic or biometric
information.

3. HOW DO WE COLLECT DATA?
We collect personal data in several ways:

e Directly provided by the user (e.g., when placing an order or sending a message).

e Automatically collected during website usage, through cookies and similar
technologies, which activate only with user consent. For more information, please see
our Cookie Statement.

o From external partners, such as analytics providers like Google (non-EU partner),
advertising networks like Facebook™ (non-EU partner), and payment service
providers like PayPal and Barion (non-EU partners).

4. OUR DATA PROTECTION PRACTICES

The website provider places great importance on data protection and compliance with
applicable regulations. Following a data protection impact assessment, we compiled a list of
collected data, their necessity, legal basis, and compliance.

e SSL certification (Let’s Encrypt Authority X3 certification) is used for data security
on the entire website.

e Premium security software (iThemes Security Pro) is applied to protect against
"brute force" and virus attacks.

o Data encryption ensures stored customer and user data remain unreadable to external
parties.

o Users have access to request information, modify, or delete their personal data
through the privacy statement.

Occasionally, we may need to share data with service provider partners (e.g., hosting
providers, courier services, email marketing providers). We only select partners that comply
with GDPR regulations and sign data processing agreements with them to ensure responsible
data management.

5. MARKETING COMMUNICATION

Marketing communication is essential for our business activities. The legal basis for data
processing is the user’s interest in our services or their explicit consent.



Under the European Union’s Privacy and Electronic Communications Regulations (PECR),
we send marketing messages if the user has purchased from us or explicitly consented to
receiving marketing communications. Users can unsubscribe at any time via the link at the
bottom of each email or by requesting removal at drarendas@gmail.com.

Even after opting out, we may still send order-related messages.
6. NOTES ON PERSONAL DATA
At times, we may need to share personal data with partners to maintain business operations:

e IT service providers and system maintenance professionals

o Expert partners such as lawyers, accountants, bankers, and insurers
e Government agencies requesting reports on our activities

o Payment service providers handling secure transactions

e Courier services fulfilling orders

International Data Transfers

To maintain business operations, we may share user data with partners outside the European
Economic Area (EEA). Since some non-EEA countries do not provide the same level of data
protection, European laws prohibit data transfer without adequate safeguards.

To ensure data security, we:

e Only transfer data to countries deemed adequate by the European Commission.

e Use US-based services participating in the EU-US Privacy Shield initiative.

o Ifthe above conditions are unmet, we request explicit user consent, which can be
revoked at any time.

External Links

Our website may contain links to external sites or embedded elements from external services.
Clicking on these links or using embedded solutions may allow third-party partners to collect
user data. While we carefully screen partners, we do not control their data protection practices
and are not responsible for their data handling.

7. DATA RETENTION PERIOD

We store user data only as long as necessary for legal/accounting/reporting obligations and
service operation.

When determining retention periods, we consider the amount, nature, and sensitivity of data,
and the impact of potential data breaches.

For tax purposes, we must retain customer billing and purchase data for at least 8 years to
comply with legal obligations. In certain cases, anonymized data may be used for statistical
purposes indefinitely.

8. USER RIGHTS



As a European Union citizen, users are entitled to the following rights under the General
Data Protection Regulation (GDPR):

a. Access to personal data Users may request a copy of their stored personal data free of
charge, fulfilled within 14 days of request submission. Repetitive or abusive requests may
incur a reasonable fee and extended response time.

To prevent misuse, identity verification is required before data release. To request personal
data, please use the contact form below:
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